Release notes for CB2000 firmware version 1.35

Date: March 31, 2004

Objective:

The 1.35 release is to dramatically improve the roaming characteristics of the CB2000.  Performance was originally optimization for wireless connection for up to four clients in a non-roaming, access point sparse environment.  In environments with dense AP populations, the previous versions of the firmware created unreliable connections or poor data throughput.  This firmware makes several changes to improve that situation with the intent of making the CB2000 suitable for roaming and dense environments.

Changes:

A keep alive packet now gets sent every 60 seconds from the CB2000, with it’s MAC address, to keep its entry active in the AP’s association table.

When a disassociate message is received that is designated for one of the CB2000’s client MACs, that MACs entry is now removed from the CB2000’s client MAC list.

The “quiet time” required to allow the CB2000 to go into an active scan mode has been reduced from 10 seconds to 0.5 seconds.  This gives the CB2000 greater opportunity to keep its list of visible APs up-to-date, which in turn gives smoother roaming.

The blackout time for an AP was reduced from a maximum of 8 seconds to a maximum of 0.2 seconds.  The blackout time is used to temporarily block association attempts with the AP it was just associated with when an event triggering a roam occurs.  Reducing this number has proven to reduce the time required to roam.

The association bonus was increased by a factor of 16.  This bonus is used in a calculation to determine if it’s time to roam to a new AP.  The previous factor was not strong enough to keep roams from being triggered by the normal fluctuations in signal strength.

Known Limitations:

It is common practice, but not required by the 802.11 specification, for an AP to send a disassociate message to a client that sends data to the AP but is not in the AP’s association list.  The 1.35 firmware takes advantage of this message to keep the AP’s associations and the CB2000’s associations in synch.  When AP’s do not send disassociate messages under this condition and the CB2000 can see more than one AP with the correct SSID, it is possible for the devices to get out of synch as to where the associations are.  When this occurs, data transmission is effectively blocked. 

This condition seems to be isolated to 3Com infrastructure environments, and does not exhibit itself when used in conjunction with Symbol infrastructure products. 

